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ENTEGRE BİLGİ GÜVENLİĞİ YÖNETİM SİSTEMİ UYUM ARACI 

 Our "Artificial Intelligence Based Information Security

Management System-SISMS" is integrated with a

software eGuardo, which automatically detects the

threats. The risks created by these threats are compared

with the knowledge base included in the Information

Security Management System. The system provides

dynamic risk analysis and recommends rules to reduce

risks.
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ENTEGRE BİLGİ GÜVENLİĞİ YÖNETİM SİSTEMİ UYUM ARACI 

 E-Guardo is a security and intrusion detection software developed to

protect the security of many services on the network. The types of

attacks detected by the software integrated with ABGYS are

grouped and transferred to ABGYS. Dynamically incoming threats

by the ISMS are matched to the asset categories and are assessed

individually in the risk analysis phase. Thus, in addition to the default

risks, dynamically determined risks are analyzed and measures can

be taken to reduce these risks
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ENTEGRE BİLGİ GÜVENLİĞİ YÖNETİM SİSTEMİ UYUM ARACI 

 The types of attacks identified by E-Guardo are grouped and

transferred to SISMS.

Cymsoft Bilişim Teknolojileri 46.10.2017



ENTEGRE BİLGİ GÜVENLİĞİ YÖNETİM SİSTEMİ UYUM ARACI 

 The threats coming dynamically to SISMS side are matched with

the asset categories.
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ENTEGRE BİLGİ GÜVENLİĞİ YÖNETİM SİSTEMİ UYUM ARACI 

 What needs to be done in order to eliminate dynamic threats is

achieved by matching them with the relevant control elements.
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ENTEGRE BİLGİ GÜVENLİĞİ YÖNETİM SİSTEMİ UYUM ARACI 

 What to do to eliminate dynamic threats is automatically provided

to the user.
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